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air carrier, or other airport tenants
with—

(1) This part, parts 108, 109, 129, and
191 of this chapter and any security
program approved under those parts;
and

(2) 49 U.S.C. Subtitle VII, as amend-
ed.

(b) At the request of the Adminis-
trator, each airport operator shall pro-
vide evidence of compliance with this
part and its airport security program,
including copies of records.

(c) The Administrator may enter and
be present within secured areas, AOA’s,
and SIDA’s, without access media or
identification media issued or approved
by an airport operator or aircraft oper-
ator, in order to conduct investiga-
tions, inspect, test compliance, or per-
form other such duties as the Adminis-
trator may direct.

(d) At the request of the Adminis-
trator and upon the completion of
SIDA training as required in a security
program, each airport operator
promptly shall issue to a FAA special
agent access and identification media
to provide a FAA special agent with
unescorted access to, and movement
within, secured areas, AOA’s, and
SIDA’s.

§ 107.9 Falsification.
No person may make, or cause to be

made, any of the following:
(a) Any fraudulent or intentionally

false statement in any application for
any security program, access medium,
or identification medium, or any
amendment thereto, under this part.

(b) Any fraudulent or intentionally
false entry in any record or report that
is kept, made, or used to show compli-
ance with this part, or exercise any
privileges under this part.

(c) Any reproduction or alteration,
for fraudulent purpose, of any report,
record, security program, access me-
dium, or identification medium issued
under this part.

§ 107.11 Security responsibilities of
employees and other persons.

(a) No person may:
(1) Tamper or interfere with, com-

promise, modify, attempt to cir-
cumvent, or cause a person to tamper
or interfere with, compromise, modify,

or attempt to circumvent any security
system, measure, or procedure imple-
mented under this part.

(2) Enter, or be present within, a se-
cured area, AOA, SIDA or sterile area
without complying with the systems,
measures, or procedures being applied
to control access to, or presence or
movement in, such areas.

(3) Use, allow to be used, or cause to
be used, any airport-issued or airport-
approved access medium or identifica-
tion medium that authorizes the ac-
cess, presence, or movement of persons
or vehicles in secured areas, AOA’s, or
SIDA’s in any other manner than that
for which it was issued by the appro-
priate authority under this part, or
part 108 or part 129 of this chapter.

(b) The provisions of paragraph (a) of
this section do not apply to conducting
inspections or tests to determine com-
pliance with this part or 49 U.S.C. Sub-
title VII authorized by:

(1) The Administrator, or
(2) The airport operator, aircraft op-

erator, or foreign air carrier, when act-
ing in accordance with the procedures
described in a security program ap-
proved by the Administrator.

Subpart B—Airport Security
Program

§ 107.101 General requirements.

(a) No person may operate an airport
subject to this part unless it adopts
and carries out a security program
that—

(1) Provides for the safety and secu-
rity of persons and property on an air-
craft operating in air transportation or
intrastate air transportation against
an act of criminal violence, aircraft pi-
racy, and the introduction of deadly or
dangerous weapon, explosive, or incen-
diary onto an aircraft;

(2) Is in writing and is signed by the
airport operator or any person to
whom the airport operator has dele-
gated authority in this matter;

(3) Includes the applicable items list-
ed in § 107.103;

(4) Includes an index organized in the
same subject area sequence as § 107.103;
and

(5) Has been approved by the Admin-
istrator.
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